
Information Security

The Importance of Information Security

Information security is of paramount importance to Alchemy Markets. Alchemy Markets manages the security of its clients’
data by ensuring there is no loss of Confidentiality (unauthorised disclosure), Integrity (unauthorised changes and
modification) and Availability (protection from deliberate or accidental loss, destruction or interruption of services) of any
information belonging to the client stored on our servers. As a condition of its licensing obligations as a regulated broker,
Alchemy Markets must ensure that it is compliant with regulations and legislation pertaining to adherence to information
security best practices.

How Does Alchemy Markets Protect Customer Data?

Information Security policies are formulated based on industry security best practices, such as ISO 27001 and implemented by
management. Best standards dictate the controls which are adopted by Alchemy Markets employees and stakeholders, and
control protect clients data from threats and vulnerabilities.

Risk Warning: Trading Forex and Contracts for Difference (CFDs) on margin carries a high level of risk and may not be suitable for everybody. The high degree of leverage can work
against you as well as for you. Before deciding to trade Forex and CFDs, you should carefully consider your trading objectives, level of experience and risk appetite. You should be
aware of all the risks associated with trading Forex and CFDs and seek advice from an independent adviser if you have any doubts.


